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SENSOR AWARE SECURITY POLICIES WITH
EMBEDDED CONTROLLER HARDENED
ENFORCEMENT

RELATED APPLICATION

This application is a continuation of and claims priority
from U.S. patent application Ser. No. 13/893,685, filed May
14,2013, the content of which is fully incorporated herein by
reference.

BACKGROUND

1. Technical Field

The present disclosure generally relates to information
handling systems (IHS) and in particular to security policy
enforcement within information handling systems.

2. Description of the Related Art

As the value and use of information continue to increase,
individuals and businesses seek additional ways to process
and store information. One option available to users is infor-
mation handling systems. An information handling system
(IHS) generally processes, compiles, stores, and/or commu-
nicates information or data for business, personal, or other
purposes, thereby allowing users to take advantage of the
value of the information. Because technology and informa-
tion handling needs and requirements vary between different
users or applications, information handling systems may also
vary regarding what information is handled, how the infor-
mation is handled, how much information is processed,
stored, or communicated, and how quickly and efficiently the
information may be processed, stored, or communicated. The
variations in information handling systems allow for infor-
mation handling systems to be general or configured for a
specific user or specific use such as financial transaction
processing, airline reservations, enterprise data storage, or
global communications. In addition, information handling
systems may include a variety of hardware and software
components that may be configured to process, store, and
communicate information and may include one or more com-
puter systems, data storage systems, and networking systems.

Modern information handling systems, such as personal
computers, support a wide range of environmental sensors
that have practical applications for a customer. Most custom-
ers are familiar with these sensors through software interfaces
or applications that provide some useful functionality based
on data gathered from the sensors. Security, specifically end-
point security, is a critical component of a customer enterprise
solution and there is an opportunity to provide an enhanced
customer experience by combining the capabilities provided
by onboard hardware sensors and the fulfillment of common
security enforcement needs. However, there are significant
security challenges involved in utilizing information pro-
vided by the various separate software and hardware compo-
nents of the information handling system.

BRIEF SUMMARY

Disclosed are a method and an information handling sys-
tem (IHS) that performs security policy enforcement using
security policy data maintained in an embedded controller
(EC), which operates within a privileged environment. The
security policy data identifies security policies established for
the IHS. According to a first aspect, the EC is directly con-
nected to a number of sensors from which the EC receives
sensor data. The EC determines whether the received sensor
data fulfills any trigger condition of a security policy. If the
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received sensor data does not fulfill any trigger condition of a
security policy described by the security policy data, the EC
continues to monitor sensors for updated sensor data. How-
ever, if the received sensor data fulfills any trigger condition
of'the security policy, the EC performs a security measure that
is associated with at least one condition of one or more estab-
lished security policies being satisfied.

According to the described embodiments, the EC is iso-
lated from memory and other hardware components of the
information handling system and comprises a secure storage
in which is stored policy data corresponding to a policy that is
enforceable using information received from at least one sen-
sor from which the embedded controller is able to receive an
unalterable stream of input data.

As another aspect of the disclosure, the method includes:
securely storing security policy data that identifies one or
more security policies established for the IHS; in response to
receipt of one or more sensor data from the at least one sensor,
comparing the received one or more sensor data to the estab-
lished security policies; and in response to the received one or
more sensor data indicating that a condition of one or more of
the established security policies is satisfied, performing via a
control signal port a security measure that is associated with
the condition of the one or more established security policies
being satisfied. In one or more embodiments, performing the
security measure further comprises: asserting a specific one
of'an enable signal, a disable signal and a reset signal of one
or more of the at least one integrated device.

The above summary contains simplifications, generaliza-
tions and omissions of detail and is not intended as a com-
prehensive description of the claimed subject matter but,
rather, is intended to provide a brief overview of some of the
functionality associated therewith. Other systems, methods,
functionality, features and advantages of the claimed subject
matter will be or will become apparent to one with skill in the
art upon examination of the following figures and detailed
written description.

BRIEF DESCRIPTION OF THE DRAWINGS

The description of the illustrative embodiments can be read
in conjunction with the accompanying figures. It will be
appreciated that for simplicity and clarity of illustration, ele-
ments illustrated in the figures have not necessarily been
drawn to scale. For example, the dimensions of some of the
elements are exaggerated relative to other elements. Embodi-
ments incorporating teachings of the present disclosure are
shown and described with respect to the figures presented
herein, in which:

FIG. 1 illustrates an example information handling system
(IHS) within which various aspects of the disclosure can be
implemented, according to one or more embodiments;

FIG. 2 illustrates another block diagram of the example
THS operating, in accordance with one or more embodiments;

FIG. 3 is a table providing policy with associated enforce-
ment data for an IHS, in accordance with one or more embodi-
ments;

FIG. 4 is a flow chart illustrating a method for providing
policy enforcement using secure policy data, in accordance
with one or more embodiments; and

FIG. 5 is a flow chart illustrating a method for providing
policy enforcement associated with system activation using
secure policy data and corresponding GPS location data, in
accordance with one or more embodiments.

DETAILED DESCRIPTION

The illustrative embodiments provide a method and an
information handling system (IHS) that performs security
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policy enforcement using security policy data maintained in
an embedded controller (EC), which operates within a privi-
leged environment. The security policy data identifies secu-
rity policies established for the IHS. The EC is directly con-
nected to a number of sensors from which the EC receives
sensor data and to at least one integrated functional device.
The EC determines whether the received sensor data fulfills
any trigger condition of a security policy. If the received
sensor data does not fulfill any trigger condition of a security
policy described by the security policy data, the EC continues
to monitor sensors for updated sensor data. However, if the
received sensor data fulfills any trigger condition of the secu-
rity policy, the EC performs a security measure that involves
enabling, disabling, or resetting one or more of the at least one
integrated functional device that can be disabled.

In the following detailed description of exemplary embodi-
ments of the disclosure, specific exemplary embodiments in
which the disclosure may be practiced are described in suffi-
cient detail to enable those skilled in the art to practice the
disclosed embodiments. For example, specific details such as
specific method orders, structures, elements, and connections
have been presented herein. However, it is to be understood
that the specific details presented need not be utilized to
practice embodiments of the present disclosure. It is also to be
understood that other embodiments may be utilized and that
logical, architectural, programmatic, mechanical, electrical
and other changes may be made without departing from gen-
eral scope of the disclosure. The following detailed descrip-
tion is, therefore, not to be taken in a limiting sense, and the
scope of the present disclosure is defined by the appended
claims and equivalents thereof.

References within the specification to “one embodiment,”
“an embodiment,” “embodiments”, or “one or more embodi-
ments” are intended to indicate that a particular feature, struc-
ture, or characteristic described in connection with the
embodiment is included in at least one embodiment of the
present disclosure. The appearance of such phrases in various
places within the specification are not necessarily all referring
to the same embodiment, nor are separate or alternative
embodiments mutually exclusive of other embodiments. Fur-
ther, various features are described which may be exhibited
by some embodiments and not by others. Similarly, various
requirements are described which may be requirements for
some embodiments but not other embodiments.

It is understood that the use of specific component, device
and/or parameter names and/or corresponding acronyms
thereof, such as those of the executing utility, logic, and/or
firmware described herein, are for example only and not
meant to imply any limitations on the described embodi-
ments. The embodiments may thus be described with differ-
ent nomenclature and/or terminology utilized to describe the
components, devices, parameters, methods and/or functions
herein, without limitation. References to any specific proto-
col or proprietary name in describing one or more elements,
features or concepts of the embodiments are provided solely
as examples of one implementation, and such references do
not limit the extension of the claimed embodiments to
embodiments in which different element, feature, protocol, or
concept names are utilized. Thus, each term utilized herein is
to be given its broadest interpretation given the context in
which that term is utilized.

FIG. 1 illustrates a block diagram representation of an
example information handling system (IHS) 100, within
which one or more of the described features of the various
embodiments of the disclosure can be implemented. For pur-
poses of this disclosure, an information handling system,
such as THS 100, may include any instrumentality or aggre-
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gate of instrumentalities operable to compute, classify, pro-
cess, transmit, receive, retrieve, originate, switch, store, dis-
play, manifest, detect, record, reproduce, handle, or utilize
any form of information, intelligence, or data for business,
scientific, control, or other purposes. For example, an infor-
mation handling system may be a handheld device, personal
computer, a server, a network storage device, or any other
suitable device and may vary in size, shape, performance,
functionality, and price. The information handling system
may include random access memory (RAM), one or more
processing resources such as a central processing unit (CPU)
or hardware or software control logic, ROM, and/or other
types of nonvolatile memory. Additional components of the
information handling system may include one or more disk
drives, one or more network ports for communicating with
external devices as well as various input and output (1/O)
devices, such as akeyboard, a mouse, and a video display. The
information handling system may also include one or more
buses operable to transmit communications between the vari-
ous hardware components.

Referring specifically to FIG. 1, example IHS 100 includes
one or more processor(s) 102 coupled to system memory 106
via system interconnect 104. System interconnect 104 can be
interchangeably referred to as a system bus, in one or more
embodiments. As shown, system memory 106 can include
therein a plurality of modules, including operating system
(O/S) 108. In addition, system memory 106 includes Basic
Input/Output System (BIOS) 110, Applications 112 and firm-
ware (not shown). The various software and/or firmware
modules have varying functionality when their corresponding
program code is executed by processor(s) 102 or other pro-
cessing devices within THS 100.

THS 100 further includes one or more input/output (I/O)
controllers 120 which support connection to and processing
of signals from one or more connected input device(s) 122,
such as a keyboard, mouse, touch screen, or microphone. 1/O
controllers 120 also support connection to and forwarding of
output signals to one or more connected output device(s) 124,
such as a monitor or display device or audio speaker(s). In
addition, IHS 100 includes universal serial bus (USB) 126
which is coupled to /O controller 120. Additionally, in one or
more embodiments, one or more device interface(s) 128, such
as an optical reader, a universal serial bus (USB), a card
reader, Personal Computer Memory Card International Asso-
ciation (PCMCIA) port, and/or a high-definition multimedia
interface (HDMI), can be associated with THS 100. Device
interface(s) 128 can be utilized to enable data to be read from
or stored to corresponding removable storage device(s) 130,
such as a compact disk (CD), digital video disk (DVD), flash
drive, or flash memory card. In one or more embodiments,
device interface(s) 128 can also provide an integration point
for connecting other device(s) to IHS 100. In one implemen-
tation, IHS 100 connects to remote IHS 140 using device
interface(s) 128. In such implementation, device interface(s)
128 can further include General Purpose I/O interfaces such
as I°C, SMBus, and peripheral component interconnect (PCI)
buses.

THS 100 also comprises embedded controller (EC) 114. In
addition, IHS 100 comprises sensors 116 and a number of
integrated devices 118 which are both directly coupled to EC
114. As aresult of these direct and dedicated connections, EC
114 is able to receive an unalterable stream of input data from
sensors 116 and directly transmit control signals to respective
control ports of integrated devices 118.

THS 100 comprises a network interface device (NID) 132.
In one embodiment, EC 114 is directly coupled to a control
port of NID 132. NID 132 enables IHS 100 to communicate
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and/or interface with other devices, services, and components
that are located external to IHS 100. These devices, services,
and components can interface with IHS 100 via an external
network, such as example network 136, using one or more
communication protocols. In particular, in one implementa-
tion, THS 100 uses NID 132 to connect to remote THS 140 via
an external network, such as network 136.

Network 136 can be a local area network, wide area net-
work, personal area network, and the like, and the connection
to and/or between network 136 and IHS 100 can be wired or
wireless or a combination thereof. For purposes of discus-
sion, network 136 is indicated as a single collective compo-
nent for simplicity. However, it is appreciated that network
136 can comprise one or more direct connections to other
devices as well as a more complex set of interconnections as
can exist within a wide area network, such as the Internet.

With specific reference now to FIG. 2, there is depicted
another block diagram representation of IHS 100, and spe-
cifically an exploded view of the embedded controller’s
secure privileged environment 200, which provides the func-
tional aspects of the described embodiments. As generally
illustrated in FIG. 1, the secure privileged environment 200 of
THS 100 comprises embedded controller (EC) 114 directly
coupled to a plurality of sensors 116 and integrated functional
devices 118. These sensors 116 of IHS 100 can include, as
specific examples, without limitation, GPS 206, accelerom-
eter 208, E-Compass 210, Gyro 212 and altimeter 214. As
illustrated, each sensor type (206-214) is communicatively
coupled to EC 114 via a respective direct hardware/wired
connection. The integrated functional devices 118 of IHS 100
caninclude, as specific examples, without limitation, wireless
radio control module 225, USB control module 126, hard disk
drive (HDD) control module 230, system reset component
232, and manageability sub-system control module 234. Each
of these integrated functional devices 118 includes one or
more wired communication ports that can include a reset port,
an enable port, and a disable port, among others. As indicated
by FIG. 2, EC 114 is communicatively connected, via hard-
ware or wired connection, to select communication ports of
specific ones of the integrated functional devices 118. Spe-
cifically, EC 114 is shown communicatively connected to a
control port of each of wireless radio control module 226,
USB control module 228, HDD control module 230, system
reset control module 232, and manageability sub-system con-
trol module 234. In addition, EC 114 can be configured to
enable addition of new or updated security policies. Further-
more, EC 114 can be configured to enable/support a later
connection to additional or newly added sensors 218 and
newly added integrated device control modules 240 that may
be associated or required for supporting enforcement of the
new or updated security policies.

In general, EC 114 receives sensor data, determines
whether the received sensor data satisfies conditions of a
security policy established for IHS 100, and if the received
sensor data satisfies conditions of the established security
policy, EC 114 targets one or more integrated devices corre-
sponding to the established security policy in order to perform
one or more action(s) associated with a security policy
enforcement specified by the established security policy.

EC 114 comprises secure storage 220 in which are stored
sensor policies 222. In addition, EC 114 includes secure
policy enforcement (SPE) utility/firmware 224 which sup-
ports the enforcement policy functions of EC 114. Also illus-
trated in secure, privileged environment of IHS 100 are user
input port 236 and manufacturer interface (port) 238. EC 114
canreceive or be programmed with initial security policy data
during a manufacturing process from a manufacturer, which
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accesses EC 114 via manufacturer interface (port) 238. EC
114 can be configured to later receive new or updated security
policy data from an authenticated user via user input port 236.

According to one aspect of the disclosure, EC 114 operates
within a privileged environment (200) that is resistant to
computer security attacks and other modifications as a result
of an isolation of EC 114 from the rest of the hardware and
memory of IHS 100. Since EC 114 is an integral part of the
design of THS 100, EC 114 can also be directly connected
(i.e., wired) to input sensors and also tied directly to disable
and/or reset signal ports of other integrated functional devices
118. The disable/reset signals allow EC 114 to control the
state of these integrated functional devices independently of
the operating system and/or other runtime software of IHS
100. Similarly, EC 114 receives an unalterable stream of input
data from the sensors 116 as aresult of the control that EC 114
has over the system sensors based on the direct connection. In
particular, EC 114 receives, from the sensors 116, input data
that cannot be changed or “spoofed” by malicious software.

EC 114 securely stores security policy data that identifies
one or more security policies established for IHS 100. In
particular, EC 114 provides storage of factory and/or user
customizable policy data within secure storage 220. As a
result of a privileged status associated with the operation of
EC 114 within the privileged environment, EC 114 enforces
policies defined by the policy data without any further soft-
ware (or BIOS) intervention. Following receipt and secure
storage of policy data, EC 114 is able to independently
enforce, using respective output reset/disable signals, speci-
fied hardware states to protect customer ports, networks and
hard disk drives (HDDs). In addition, IHS 100 can use the
policy data to enforce a hardware state specific for THS 100 by
sending a system reset signal directly to a system reset control
signal port 232 of THS 100.

In one embodiment, in order to perform policy enforce-
ment, EC 114 associates a trigger event with pre-defined
response actions corresponding to a specific policy provided
by the stored security policy data. For example, EC 114
identifies a trigger event as an event that satisfies conditions of
a security policy. In different embodiments, the trigger event
can be a specific sensor reading or combination of readings
from multiple sensors. In response to detecting the occur-
rence of the at least one trigger event, the EC 114 sends a
control signal to a corresponding integrated device to perform
a security measure by providing an associated response
action corresponding to the specific policy. In one embodi-
ment, EC 114 performs the security measure by asserting a
specific one of an enable signal, a disable signal and a reset
signal of one or more of the at least one integrated functional
devices 118.

As previously described, EC 114 receives sensor data from
various sensor devices through direct connections. In
response to receipt of one or more sensor data from the at least
one sensor 116, EC 114 compares the received one or more
sensor data to the established security policies. In response to
the received sensor data indicating that the trigger
condition(s) of an established security policy is satisfied, EC
114 performs a security measure that is associated with the
conditions of the established security policy being satisfied.

FIG. 3 is a table providing policy and enforcement data for
an information handling systems (IHS), according to one
embodiment. Table 300 provides policy and enforcement data
that is established by at least one of a manufacturer and a user
of THS 100. In one embodiment, table 300 includes and/or
represents sensor policies 222 (FIG. 2) that are securely
stored in EC 114.
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The first column of table 300 provides general identifica-
tion of various policies associated with specific sensors.
Within the second to the sixth columns, policy data corre-
sponding to a respective sensor are provided for each pre-
identified policy from among the various policies identified
within the first column. For example, policy data correspond-
ing to each of (a) a global positioning system (GPS), (b) an
accelerometer, (¢) an electronic compass (e-compass), (d) a
gyro, and (e) an altimeter, are provided within the second to
sixth columns, respectively. Within the seventh to the elev-
enth columns, enforcement data associated with respective
integrated devices are provided for each pre-identified policy
from among the various policies identified within the first
column. For example, enforcement data corresponding to
each of (a) a wireless radio transceiver control port, (b) a
universal serial bus (USB) control port, (¢) a hard disk drive
(HDD) control port, (d) a system reset control port, and (e) a
manageability sub-system, are provided within the seventh to
the eleventh columns, respectively.

First row 302 of table 300 provides, within the second to
the sixth columns, an identification of each of the specific
sensors associated with the various sensor policies. In addi-
tion, first row 302 provides, within the seventh to the eleventh
columns, an identification of each of the specific integrated
functional components associated with the various enforce-
ment policies.

Second row 304 of table 300 provides a first sensor policy
data and a first enforcement policy data corresponding to
“Policy 17. As presented, “Policy 1” indicates that when the
conditions of the first sensor policy are satisfied, the corre-
sponding first enforcement policy is enacted. “Policy 1” indi-
cates that the conditions of the first sensor policy are achieved
when the GPS indicates that IHS 100 is located at a position
within “Range 17, a range of GPS locations, and the acceler-
ometer simultaneously indicates that IHS 100 is undergoing
an acceleration that is within “Range 2”, a corresponding
range of acceleration readings.

Within the seventh to the eleventh columns, “Policy 17
provides the first enforcement policy which respectively
specifies the following: (a) EC 114 transmits an enable signal
via the wireless radio transceiver control port to enable the
wireless radio transceiver; (b) EC 114 transmits a disable
signal via the USB control portto disable the USB; (¢c) EC 114
transmits an enable signal via the HDD control port to enable
the HDD; (d) EC 114 does not assert a reset of IHS 100; and
(e) EC 114 does not initiate any particular system manage-
ment procedures via the manageability sub-system.

Third row 306 of table 300 provides a second sensor policy
data and a second enforcement policy data corresponding to
“Policy 2”. As presented, “Policy 2” indicates that when the
conditions of the second sensor policy are satisfied, the cor-
responding second enforcement policy is enacted. “Policy 2
indicates that the conditions of the second sensor policy are
achieved when the gyroscope (abbreviated as “gyro”), which
tracks rotation or twist, indicates that IHS 100 is undergoing
an angular rotational velocity that is measured to be within
“Range 3”, a range of angular rotational velocities, and the
altimeter simultaneously indicates that IHS 100 is located at
an altitude that is within a specific altitude range “Range 4”.

Within the seventh to the eleventh columns, “Policy 2”
provides the second enforcement policy which respectively
specifies the following: (a) EC 114 transmits a disable signal
via the wireless radio transceiver control port to disable the
wireless radio transceiver; (b) EC 114 transmits an enable
signal via the USB control port to enable the USB; (c) EC 114
transmits an enable signal via the HDD control port to enable
the HDD; (d) EC 114 does not assert a reset of IHS 100; and
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(e) EC 114 does not initiate any particular system manage-
ment procedures via the manageability sub-system.

According to one or more aspects of the disclosure, EC 114
controls access to the secure storage and can lock or unlock
secure storage 220 (FIG. 2). Once configured during manu-
facture, EC 114 unlocks secure storage 220 to enable modi-
fication of policy data used for policy enforcement in only
specific circumstances. According to one or more embodi-
ments, EC 114 enables policy data modification by imple-
menting one or more of: (a) a limited number and/or type of
write operations performed on specific policy data (e.g.,
write-once policies), (b) limited secure access to modify and/
orupdate policy data via manufacturing-only interfaces, and/
or (c) secure authenticated user access to modify and/or
update policy data following digital signature verification. In
one embodiment, EC 114 communicates with BIOS 110
(FIG. 1) using an application programmable interface (API)
(e.g., interface 238) to receive policy data provided during the
manufacturing process.

Those of ordinary skill in the art will appreciate that the
hardware, firmware/software utility, and software compo-
nents and basic configuration thereof depicted in FIGS. 1 and
2 may vary. The illustrative components of IHS 100 are not
intended to be exhaustive, but rather are representative to
highlight some of the components that are utilized to imple-
ment certain of the described embodiments. For example,
different configurations of an IHS may be provided, contain-
ing other devices/components, which may be used in addition
to orin place of the hardware depicted, and may be differently
configured. The depicted example is not meant to imply
architectural or other limitations with respect to the presently
described embodiments and/or the general invention.

FIG. 4 and FIG. 5 present flowcharts illustrating example
methods by which IHS 100 and specifically EC 114 presented
within the preceding figures performs different aspects of the
processes that enable one or more embodiments of the dis-
closure. Generally, method 400 and method 500 collectively
represent methods for securely enforcing policies established
for IHS 100. The description of each method is provided with
general reference to the specific components illustrated
within the preceding figures. Generally each method is
described as being implemented via execution of SPE utility/
firmware 224 within EC 114. It is, however, appreciated that
certain aspects of the described methods may be implemented
via other processing devices and/or execution of other code.
In the discussion of FIG. 4 and FIG. 5, reference is also made
to elements described in FIG. 1-FIG. 3.

FIG. 4 illustrates an example method for providing policy
enforcement using secure policy data. Method 400 begins at
the start block 401 and proceeds to block 402 where EC 114
securely stores security policy data 222 that identifies one or
more security policies established for information handling
system (IHS) 100. EC 114 detects an addition/update of
(new) policy data by a user that is authenticated using digital
signature verification (block 404). In one embodiment, EC
114 limits access to policy data within secure storage 220 to
one of: (a) a restricted write operation access that limits a
number of changes to specific policy data; (b) an initial manu-
facturing interface access that allows insertion of policy data
during manufacturing of IHS 100; and (c) authenticated
access requiring entry of a digital signature that is verified via
an authorization verification process. EC 114 receives new
sensor data (block 406). EC 114 determines whether the
received sensor data fulfills any condition of the sensor policy
(decision block 408). In particular, EC 114 checks the
received sensor data against security policy data from table
300 to determine whether the received sensor data indicates



US 9,369,495 B2

9

that IHS 100 fulfills one or more trigger conditions of an
established security policy. If the received sensor data does
not fulfill any condition of the sensor policy, EC 114 contin-
ues to monitor sensors for new sensor data (block 410). How-
ever, if the received sensor data fulfills any condition of the
sensor policy, EC 114 performs a security measure that is
associated with at least one condition of one or more estab-
lished security policies being satisfied (block 412). In one
embodiment, EC 114 performs the security measure by pro-
viding control signals including at least one of a reset signal,
an enable signal and a disable signal to trigger a correspond-
ing hardware state of an integrated functional device. The
process ends at block 414.

FIG. 5 illustrates an example method for providing policy
enforcement associated with system activation using secure
policy data and corresponding GPS location data. Method
500 begins at the start block 501 and proceeds to block 502
where EC 114 provides secure storage of security policy data
222 that identifies one or more security policies established
for information handling system (IHS) 100. In one embodi-
ment, EC 114 limits access to policy data within secure stor-
age 220 to one of: (a) a restricted write operation access that
limits a number of changes to specific policy data; (b) an
initial manufacturing interface access that allows insertion of
policy data during manufacturing of IHS 100; and (c) authen-
ticated access requiring entry of a digital signature that is
verified via an authorization verification process. For
example, a manufacturer may utilize the initial manufactur-
ing interface access to establish for IHS 100 a policy that
specifies that system operation is enabled only within loca-
tion bounds of a customer’s premise, which policy can be
established according to a user request. In addition, EC 114
enables a user that is authenticated using digital signature
verification to update policy data with specific data values for
location bounds. The user modifies and/or provides addi-
tional information in order to update the policy data. The
updated policy data defines a current or updated security
policy. The updated security policy is stored in table 300 for
subsequent access. EC 114 receives updated location data
from GPS 206 (block 504). EC 114 determines whether IHS
100 is located within the location bounds using the updated
location data (block 506). In particular, EC 114 checks the
updated location data against security policy data from table
300 to determine whether the updated location data indicates
that THS 100 is located within the pre-specified location
bounds. If the updated location data indicates that IHS 100 is
not located within the location bounds provided by the user,
EC 114 disables IHS 100 by sending a disable control signal
to a system control port of THS 100 (block 508). If the updated
location data indicates that IHS 100 is located within the
location bounds provided by the user, EC 114 enables IHS
100 for a next operating state if a current operation of IHS 100
is disabled (block 510). Alternatively, EC 114 does not inter-
fere with and thus allows continued operation of THS 100 if
the current operation is enabled (block 510). In particular, EC
114 enables IHS 100 by sending an enable control signal to a
system control port of IHS 100. EC 114 continues to monitor
GPS 206 for specific changes to location data received from
GPS 206 (block 512).

In the above described flow charts, one or more of the
methods may be embodied in a computer readable device
containing computer readable code such that a series of func-
tional processes are performed when the computer readable
code is executed on a computing device. In some implemen-
tations, certain steps of the methods are combined, performed
simultaneously or in a different order, or perhaps omitted,
without deviating from the scope of the disclosure. Thus,
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while the method blocks are described and illustrated in a
particular sequence, use of a specific sequence of functional
processes represented by the blocks is not meant to imply any
limitations on the disclosure. Changes may be made with
regards to the sequence of processes without departing from
the scope of the present disclosure. Use of a particular
sequence is therefore, not to be taken in a limiting sense, and
the scope of the present disclosure is defined only by the
appended claims.

Aspects of the present disclosure are described above with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems) and computer program prod-
ucts according to embodiments of the disclosure. It will be
understood that each block of the flowchart illustrations and/
or block diagrams, and combinations of blocks in the flow-
chart illustrations and/or block diagrams, can be imple-
mented by computer program instructions. Computer
program code for carrying out operations for aspects of the
present disclosure may be written in any combination of one
or more programming languages, including an object ori-
ented programming language, without limitation. These com-
puter program instructions may be provided to a processor of
a general purpose computer, special purpose computer, such
as a service processor, or other programmable data process-
ing apparatus to produce a machine, such that the instruc-
tions, which execute via the processor of the computer or
other programmable data processing apparatus, performs the
method for implementing the functions/acts specified in the
flowchart and/or block diagram block or blocks.

As will be further appreciated, the processes in embodi-
ments of the present disclosure may be implemented using
any combination of software, firmware or hardware. Accord-
ingly, aspects of the present disclosure may take the form of
an entirely hardware embodiment or an embodiment combin-
ing software (including firmware, resident software, micro-
code, etc.) and hardware aspects that may all generally be
referred to herein as a “circuit,” “module,” or “system.” Fur-
thermore, aspects of the present disclosure may take the form
of a computer program product embodied in one or more
computer readable storage device(s) having computer read-
able program code embodied thereon. Any combination of
one or more computer readable storage device(s) may be
utilized. The computer readable storage device may be, for
example, but not limited to, an electronic, magnetic, optical,
electromagnetic, infrared, or semiconductor system, appara-
tus, or device, or any suitable combination of the foregoing.
More specific examples (a non-exhaustive list) of the com-
puter readable storage device would include the following: an
electrical connection having one or more wires, a portable
computer diskette, a hard disk, a random access memory
(RAM), a read-only memory (ROM), an erasable program-
mable read-only memory (EPROM or Flash memory), an
optical fiber, a portable compact disc read-only memory (CD-
ROM), an optical storage device, a magnetic storage device,
orany suitable combination of the foregoing. In the context of
this document, a computer readable storage device may be
any tangible medium that can contain, or store a program for
use by or in connection with an instruction execution system,
apparatus, or device.

While the disclosure has been described with reference to
exemplary embodiments, it will be understood by those
skilled in the art that various changes may be made and
equivalents may be substituted for elements thereof without
departing from the scope of the disclosure. In addition, many
modifications may be made to adapt a particular system,
device or component thereof to the teachings of the disclosure
without departing from the essential scope thereof. There-
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fore, it is intended that the disclosure not be limited to the
particular embodiments disclosed for carrying out this dis-
closure, but that the disclosure will include all embodiments
falling within the scope of the appended claims. Moreover,
the use of the terms first, second, etc. do not denote any order
or importance, but rather the terms first, second, etc. are used
to distinguish one element from another.

The terminology used herein is for the purpose of describ-
ing particular embodiments only and is not intended to be
limiting of the disclosure. As used herein, the singular forms
“a”, “an” and “the” are intended to include the plural forms as
well, unless the context clearly indicates otherwise. It will be
further understood that the terms “comprises” and/or “com-
prising,” when used in this specification, specify the presence
of stated features, integers, steps, operations, elements, and/
or components, but do not preclude the presence or addition
of one or more other features, integers, steps, operations,
elements, components, and/or groups thereof.

The description of the present disclosure has been pre-
sented for purposes of illustration and description, but is not
intended to be exhaustive or limited to the disclosure in the
form disclosed. Many modifications and variations will be
apparent to those of ordinary skill in the art without departing
from the scope of the disclosure. The described embodiments
were chosen and described in order to best explain the prin-
ciples of the disclosure and the practical application, and to
enable others of ordinary skill in the art to understand the
disclosure for various embodiments with various modifica-
tions as are suited to the particular use contemplated.

What is claimed is:
1. An information handling system comprising:
at least one processor;
at least one memory communicatively coupled to the at
least one processor and having stored thereon an oper-
ating system (OS);
at least one sensor;
at least one integrated functional device that can be dis-
abled; and
an embedded controller that operates in a privileged envi-
ronment and is directly coupled to the at least one sensor
and to at least one control signal port of the at least one
integrated device, and which:
in response to receipt of one or more sensor data from the
at least one sensor, compares the received one or more
sensor data to one or more established security poli-
cies; and
in response to the received one or more sensor data
indicating that a trigger condition of one or more of
the established security policies is satisfied, performs
a security measure that corresponds to the trigger
condition ofthe one or more established security poli-
cies being satisfied; and
wherein the embedded controller is isolated from the at
least one memory and other hardware components of the
information handling system.
2. The information handling system of claim 1, wherein:
the direct coupling of the embedded controller to the at
least one sensor enables the embedded controller to
receive an unalterable stream of input data; and
the embedded controller comprises: a secure storage in
which is stored policy data corresponding to a security
policy that is enforceable based on information received
from the at least one sensor; and
the embedded controller securely stores, within the secure
storage, security policy data that identifies one or more
security policies established for the IHS.
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3. The information handling system of claim 1, wherein the
embedded controller:

associates at least one trigger event with pre-defined

response actions corresponding to a specific policy pro-
vided by said stored security policy data;

detects an occurrence of the at least one trigger event; and

in response to detecting the occurrence of the at least one

trigger event, sends a control signal to a control signal
port of a corresponding integrated device to provide an
associated response action corresponding to the specific
policy.

4. The information handling system of claim 1, wherein:

the security measure includes one of enable, disable, and

reset of one or more of the at least one integrated device;
and

the embedded controller performs the security measure by

asserting a specific one of an enable signal, a disable
signal and a reset signal of one or more of the at least one
integrated device.

5. The information handling system of claim 1, wherein the
embedded controller provides secure storage for policy data,
which comprises at least one of: (a) first policy data obtained
during a manufacturing process to provide factory specifica-
tions; and (b) second policy data that is customizable by a
user.

6. The information handling system of claim 1, wherein the
embedded controller limits access to policy data within the
secure storage to a restricted write operation access that limits
a number of changes to specific policy data.

7. The information handling system of claim 1, wherein the
embedded controller limits access to policy data within the
secure storage to an initial manufacturing interface access
that allows insertion of policy data during manufacturing of
the HIS.

8. The information handling system of claim 1, wherein the
embedded controller limits access to policy data within the
secure storage to authenticated access requiring entry of a
digital signature that is verified via an authorization verifica-
tion process.

9. The information handling system of claim 1, wherein the
embedded controller:

provides control signals including at least one of a reset

signal, an enable signal and a disable signal to trigger a
corresponding hardware state of an integrated functional
device.

10. The information handling system of claim 1, wherein
the embedded controller:

controls a hardware state of the at least one integrated

functional device by using a direct connection to the at
least one integrated functional device.

11. The information handling system of claim 1, wherein
the embedded controller:

periodically receives location data from a location sensor

from among a global positioning system (GPS) and a
wireless triangulation system; and

allows continued operation of the IHS only while the

received location data indicates that the THS is located
within specified location bounds, and otherwise disables
the THS.

12. A method for providing security policy enforcement
using an embedded controller within an information handling
system (IHS), the method comprising:

in response to receipt of one or more sensor data from the

at least one sensor, comparing the received one or more
sensor data to trigger conditions for securely stored,
established security policies; and
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in response to the received one or more sensor data indi-
cating that a trigger condition of one or more of the
established security policies is satisfied, performing a
security measure that corresponds to the trigger condi-
tion of the one or more established security policies
being satisfied; and

wherein the direct coupling of the embedded controller to
the at least one sensor enables the embedded controller
to receive an unalterable stream of input data.

13. The method of claim 12, wherein:

the embedded controller is isolated from the at least one
memory and other hardware components of the infor-
mation handling system;

the embedded controller comprises: a secure storage in
which is stored policy data corresponding to a security
policy that is enforceable based on information received
from the at least one sensor; and

the method further comprises securely storing security
policy data that identifies one or more security policies
established for the IHS.

14. The method of claim 12, further comprising:

associating at least one trigger event with pre-defined
response actions corresponding to a specific policy pro-
vided by said stored security policy data;

detecting an occurrence of the at least one trigger event;
and

in response to detecting the occurrence of the at least one
trigger event, sending a control signal to a control signal
port of a corresponding integrated device to provide an
associated response action corresponding to the specific
policy.

15. The method of claim 12, wherein said performing the

security measure further comprises:
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asserting a specific one of an enable signal, a disable signal
and a reset signal of one or more of the at least one
integrated device.

16. The method of claim 13, wherein said securely storing

further comprises:

providing secure storage for policy data, which comprises
at least one of: (a) first policy data obtained during a
manufacturing process to provide factory specifications;
and (b) second policy data that is customizable by a user.

17. The method of claim 13, further comprising limiting
access to policy data within the secure storage to a restricted
write operation access that limits a number of changes to
specific policy data.

18. The method of claim 13, further comprising limiting
access to policy data within the secured storage to an initial
manufacturing interface access that allows insertion of policy
data during manufacturing of the HIS.

19. The method of claim 13, further comprising limiting
access to policy data within the secured storage to authenti-
cated access requiring entry of a digital signature that is
verified via an authorization verification process.

20. The method of claim 12, wherein:

said performing further comprises providing control sig-
nals including at least one of a reset signal, an enable
signal and a disable signal to trigger a corresponding
hardware state of an integrated functional device; and

the embedded controller controls a hardware state of the at
least one integrated functional device by using a direct
connection to the at least one integrated functional
device.



